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WTCP WrapperJ OO host-based D 0000000000000 ODOOODOOOOODO (client-server)
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000000 libwrapsoOOOODOOOOOO TCP Wrapper 00 O

# ldd /usr/sbin/vsftpd | grep -i wrap
libwrap.so.0 == /lib/libwrap.so.0 (0x00ad5000
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# vim /etc/hosts.allow
sshd : 140.114.0.0/255.255.0.0

# vim /etc/hosts.deny
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# egrep -i -n '(fail|error|crit)' /var/log/secure

e 00000000000 grep0000000 40400000 (0 HTTPOOO WHTTP 40400
00)0

# grep 404 /var/log/httpd/access log
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