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2. PEAEEE Reaisk, WHEMATRET T FARTE L —. Ha, WREMEEEHH R, RMARE—
?%EEW, AT A2 M B A0 2 A, DUBIS BoRr & Al FEBRRELR, SEaciaik, &
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o FEM# e Linux.Slapper.Worm
o ZE# L INIMDA
o &[4 7 [JCODERED
o FEM# 7w W32.Mydoom.B@mm
o FEM#wIW32.Welchia.C.Worm
o FEM#EwW32.Gaobot.gen!poly (2004/04/29)
o HIEARHJWORM _AGOBOT.HM (2004/04/29)
o FEMEwJW32.Spybot.Worm (2004/09/01)

IP-SCAN-UDP-137

1. APRLEEAT [A9RK IR | 1E3E
2. PEAEEE Reaisk, WHEMPTRET T FARTEL —. Ha2, WREMEEHHH R, RMARE—
??&%EW, AT A2 H B AR 22 2B all, DB EG & all. MR, e misR, &
i !
o W32/Opaserv.worm
o W32/Bugbear@MM
o Internet Storm Center: Bugbear & Scrup
o NIMDA

IP-SCAN-TCP-443[]IP-SCAN-TCP-1052[]IP-SCAN-UDP-1812[]IP-SCAN-UDP-1978
(JIP-SCAN-UDP-2002[JIP-SCAN-UDP-4516

1. ArCAEAT (49K Rl | 1E3E
2. W RSELE, BREMTTREY TR L —. HaE, JEENEEEI R, RMARE—
E%%EW,@ﬂuﬁ%m%%ﬁﬁﬁégﬁ,u%%%%mﬁﬂow%%%ﬁ,%ﬁﬁﬁﬁ,%
ol
o FEM# % Linux.Slapper.Worm
o Red Hat: Linux.Slapper.Worm-What Red Hat customers can do about it
o F-Secure: Slapper

IP-SCAN-TCP-445[]IP-SCAN-TCP-1025[]IP-SCAN-TCP-139

1. ATRLEAT [49EE IR | 1E3E
2. B RFacs, BREMTRET 7 MRS —. (B2, WENEEEHH R, RIMARE—
EEREEN, oIS EHENARE s ER, DESENIEMN. HRMEER, EiEhek, 3
Bl
o Symantec: W32.HLLW.Lovgate.G@mm (2003/03/24)
o Trend: WORM_LOVGATE.F (2003/03/23)
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o Trend: WORM_DELODER.A (2003/03/09)

o CERT Advisory CA-2003-08: Increased Activity Targeting Windows Shares (2003/03/11)
o Symantec: W32.HLLW.Deloder (2003/03/08)
o Trend: WORM_LIOTEN.A (2002/12/17)

o Symantec: W32.HLLW.Lioten (2002/12/16)

o Alert:IraqiWorm tcp/445 worm

o CERT: W32/Lioten Malicious Code

o Symantec: W32.HLLW.Gaobot (2002/10/22)

o Trend[JTROJ_KILLWIN.C (2002/12 /30)

o £ 7[JW32.Welchia.C.Worm

o FEP9#72W32.Gaobot.gen!poly (2004/04/29)
o R IWORM _AGOBOT.HM (2004/04/29)
o FEM 7 JW32.Sasser.B.Worm (2004/05/20)
o FEY87EJW32.Spybot.Worm (2004/09/01)

IP-SCAN-TCP-1433

1. ArRLEAT [AMER R ] 1ESE
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o Digispid.B.Worm

IP-SCAN-TCP-25[]DOS-TCP-25[JEMAIL-VIRUS
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el
o W32.Sobig.B worm & &l (2003/05/31)

= FEPYEE T W32.Sobig.C@mm
W32.Sobig.B worm &3 (2003/05) :

= FM$ 8 W32.Sobig.B@mm
Brid.A worm &&ll (2002/11) :

= FPY#5C W32.Brid. A@mm

= Hi%4%L4; PE_BRID.A
Myparty worm & i&f.:

= 80 w32.myparty@mm
Shoho worm % ff & 3 :

= HIEA R OWORM_SHOHO
Shoho worm %

» ZEP9850 w32.shoho@mm

= HiEA R+ WORM_SHOHO.A
Nimda worm % f& i& & :

= FEME 50 W32.Nimda.E@mm

= HiZRIH: PE_NIMDA.E

Nimda worm & :
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= CERT Advisory CA-2001-26 Nimda Worm

IP-SCAN-UDP-1434

1. "TRLEAT [4RgER ] 1R
2. MBI Rtacsk, BB 7R R —. (H2, WENEEEH AR, RMARE—
?@aﬁm, AT DL B MR i 2 Eal, DU RO e FERRTREAR, SEaciemisR, &
it !
o W32.SQLExp.Worm & :f
= F[988 55 JW32.SQLEXp.Worm
» HERHEIWORM _SQLP1434.A
= FPEE 7 W32.Spybot.Worm(2004/09/01)

IP-SCAN-TCP-3127[JIP-SCAN-TCP-3128[JIP-SCAN-TCP-2766[]IP-SCAN-TCP-8080
(JIP-SCAN-TCP-10080

1. ArRAEAT [4ERE MR (B3
2. B RGECE, BREMTREY T A EL —. (B, WERNEEHTH R, RMARE—
E%%EW, AT L2 M B A B 2 A, DUES SO & . FBRRER, sEacfFlgk, =
el
o W32.HLLW.Deadhat.B &l
= [ 52 JW32.HLLW.Deadhat.B
o W32.Mydoom.A &l
= P850 IW32.Mydoom.A@mm
o W32.Mydoom.B &zl
= FEwOW32.Mydoom.B@mm

IP-SCAN-TCP-135

1. ATRAEAT (48R RIER | 1E3E
2. RIBA REircsk, BREMTREd 7 FAR R —. (B, WERNEEHT AR, RMARE—
E%%EW, ] L2 E B AR 2 g, DUEREH G, HRRMER, sEacEhR, &
Bl
o W32.Blaster.Worm & ;i
= FE[$ 70 JW32.Blaster.Worm
o W32.Welchia.C.Worm &:i
» ZEPYE 7 IW32.Welchia.C.Worm
o W32.Gaobot.gen!poly & &l
= FM$ 7L W32.Gaobot.gen!poly[]2004/04/29[]
» R JWORM_AGOBOT.HM (2004/04/29)
o W32.Spybot.Worm & i
» FEETIW32.Spybot.Worm (2004/09/01)

Ak RHiA - https://net.nthu.edu.tw/netsys/


http://netguard.net.nthu.edu.tw/cgi-bin/virus/report.cgi
http://netguard.net.nthu.edu.tw/cgi-bin/virus/report.cgi
http://netguard.net.nthu.edu.tw/cgi-bin/virus/report.cgi

Last update: 2023/08/15 15:30 security:netguard:type https://net.nthu.edu.tw/netsys/security:netguard:type

IP-SCAN-ICMP-0

1. ArROEAT [4ERE IR | (E3E
2. R REiEcek, BREMTRES 7 AR —. (B, WENEEHTH R, RMARE—
?%ﬁﬁcw, AT L2 M B A 2 %, DRSS sCH & . FEBRRER, Sacemek, &t
!
o W32.Welchia.Worm &:f
» F[Y$85 7CJW32.Welchia.Worm
= W32.Welchia i &
= [EKMS03-026 KMS03-007 i K% 4imss

IP-SCAN-TCP-32773

1. " LLEST (498 | 1FE
2. RBHM ARG, BREMATRET T NlWRie —. H2, WS AR, RIMARE—
ERFEEN, B2 EMEMAERZEEM, DESREIIEMN. HRRMER, bk, &
Bl
o ‘4=l TW-CA-2002-178-[CERT Advisory CA-2002-26:Buffer Overflow in CDE ToolTalk]
&l
= TWCERT (5 ¥4 75 /I 48 o fe i iE 22/ 5 o)
= CERT Advisory CA-2002-26

IP-SCAN-TCP-5554[]IP-SCAN-TCP-9996

1. AT DLEAT [48RRINIR | 1F %

2. IRIBHM AFACHEE, BREMTRET T NI EE —. (B2, WENEEHHA R, RIMARE—
ERFEEN, B A2 E B NAER 2 EMN, DEREHNEN. HbRER, sErcfSmek, &
Bl

o W32.Sasser.B.Worm &l
= FY$ETIJW32.Sasser.B.Worm

IP-SCAN-TCP-22

1. AJCLEEAT [49R%IRIeRk | 13
2. RIBHE RGtacsE, BMEKATRER T TR EE —. (B2, WENEEHAR, RMARE—
ERIEIEN, BT EHBAMAER 2 2EN, DUESREINENR. HREER, SEaommk, #
i !
o FM 5w Trojan.Linux.Typot
o FEM#sTrojan.Linux.Zab

IP-SCAN-TCP-3306

1. WTRAMEAT (A9 IRIER ) 1E3E
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2. B RGLE, BREMTTRETY TR E L . Ha2, JRTERRERE DR A 5, JRAMAIREE —
ERFEEN, Bl 2E AN 222G, DS EN. HREER, 5immER, 3
it !

o MySQL UDF Worm (Wootbot/Spybot)
o FMBETEOW32.Spybot.IVQ
o EFEHHIWORM_WOOTBOT.FV

IP-SCAN-TCP-10000[JIP-SCAN-UDP-0[JSSH-ATTACK

1. ATRAHEAT (48[l ) 1R3E
2. IREHES RGTACER TR, BT R DR R, A MR AT R, SRS
BRIRAMEAS (T . #URE . i 31225; fEavla: 204 31178), Hifai!

o IP-SCAN-UDP-O oM At & SR B RO AN SR IR, H B “eadseds” sim T A R A e
AR BRI N R HPICREE I, RTRE AT S AR A (R S AR 1 A P LR T A BB

MAIL-SPAM[JOPEN-PROXY[JOPEN-RELAY

1. ATLAEEAT [ARE IR ) E3E
2. MRAEAER RETaLsE, WHEMAE Mail SpamJOPEN-PROXY[JOPEN-RELAY [/, & AT LA 4H B 1
A BN, USSR G RS, SERCAF R, W !
o TANet ¥ %% 8 14 15 Ji 25 R e st BR TS B2
3. ANEEH SMTP i il #r 5 KR A5 2 25 i #5 Ko

THIGRHM [ 2% % TANet ANTI-SPAM 49 &

1. {34 mail spam ?
mail spam Zf— M AHRINF R E FEFEHREZ N, BEGEAINEAR L EEY, Bk
spam f£ Internet ZRAZECGHN, K &ABUE N T BN BOE S IREH, MEEER T
ANHE AR ER & {8 AR 1 E-mail address KA H & BAL K mail serverfE % relay 2RI%(E .

2. fofAriEE A E R relay ?
WIERARIT mail server 52 UNIX RZ#iHIEGRS upgrade #R[1) sendmail £ 8.9 ik,
WK mail server & microsoft exchange FIl G i re 58T 1) e #7 Wil A5 B 1F spam Ia% e s b 2.
— MR R N AR B AN IP K SMTP server % 33% mail server[JHAR B A7 1 IP #EETE 4R,
A news server —Ek R i HALNEI A post(]

3. Proxy Server&Z+{5? fakiiff)Open Proxy
I H , A8A R AR 54T I proxy server[J# 2 & #5114 mail spamif &4 B, SISl %
B G N 2, 8 2R Asproxy SR PR E IR S s R, Mo e R IS teproxy servers
Hhdgnl, R Zsmtpaktelnet MR, DARF 95 K & {5 BUBUEE N SR AE i

4. ENFENSHEE 12 AT R S B AR A2 R
2 A E Ok R 35 5 (S (SPAM) 2 A3 scanfih N M. 5724 S N0 s, w R AN e
P BR e RS . BRGNS, AT RE R M AR MR, AR A 3 CAB R R B (g e R, (H
SN BB AT LR 4% PR SRR SRR, A WA B SR B S S RN [, SR h i
BIVAI A 5 1 RERE
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DNS-ANOMALY

1. ATLUEAT (498K IRI3R | 1E %

2. WRBH RGECEEUR, R TR F e AR 2, #EJE Domain Name Server & EANE
PIAE AT P AT 2 (Bl 40 RR4E % server 95 H B & B 2 domain nameZ 79k Open DNS
resolver) , #fifaE B EBLIRAMIIA% (1 1%31225) , !

3. Rl H TR S R0 R AR S B ) B I A I JEUIR T gl B

o EIKERAARE, ZHABAFILIE G Domain Name O RIS A, bR 55 48 3 1 i 25
8
o I E S 245 BitComet” tbE P2P BHE, ILERHE & KF4E G &5 B Tracker Server(]

TACERT

1. kAT (AR AR E3E

2. AEWMEZBRTFGEA, BRI hRE N R E A 2 F M, TIRAEF A &R
Zabuse@cc.nthu.edu.twfE#, VAMHEEHEHOEIIREHE G BR 5, WETREMRAR
SN R

3. W ARG A, FECE WS AR AT I R 2 R T B AR SO R A

A, WEAHBRRE, 55BN (i 31225 Z0uAR), il

OPEN-DNS-RESOLVER

1. ArCLEEAT (49K IRl | 1E2E

2. RIS Aol Eir, B ER BEH open DNS resolverffE, fnZEms fif 95 J5 K Je i 2,
flopen DNS resolver, !

3. IR ERSEE R A Windows 7 / 8[IFT REARIRJ5 V578 2 B A AR u # R RIREZ DNSRIREL]

pafits
i
W

OPEN-NTP-SERVER

1. ATLAEAT [4EEE ISR ] 1F3E
2. IRIEA A el R, BINE KA BB open NTP serverffE, WIZaM A4 JRH J s, &
2 Bopen NTP server, #iz#i!
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OPEN-SNMP-SERVER

1. nCOEEAT [4FERIRITR ) 1E3E
2. IRIBH A EUSEER, B4 EH open SNMP serverfSfE, fnZERE s R N L2,
iH2:Bopen SNMP server, !

NTP-ATTACK
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R, F2BINTP Attack, !
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