2026/02/13 17:34 1/1 00000pSAPO000000000000000

00000 2026/02/13

OoooopgsAPO O 00OO0oOoooooooon
[]

e JOD0O0:0DCOOQSAPODDOCOOOODODOOUODDODOOO

e JOODO:

o 000000000 OOOOOOODbODO0DO0OOOO TWCERTCC-200-202602-00000008

o [JCVE-2026-23687[JCVSS[]8.8[] 0 O O O OO O SAP NetWeaver AS ABAP and ABAP Platform[]
000000000000 0000000O0000o0o00o0ooo0oo0obooOoo0n XML
Oodooooooooon

o [JCVE-2026-0509[]CVSS[]9.6[] O O O O O O SAP NetWeaver AS ABAP and ABAP Platform[]C
OO00O00oDb0o0ooO0obooOobooboOobO SRFCOODOODOOOODOODOO

o [JCVE-2026-0488CVSS[9.9 0 00000000 O OO OSAP CRM and SAP S/4HANA(C
O000)§hoooooDOoooooOooDoooooDOooooooooooosqQLa o

e JOODO:

o SAP NetWeaver Application Server ABAP and ABAP Platform Version(s) - KRNL64NUC 7.22,
7.22EXT, KRNL64UC 7.22, 7.22EXT, 753, KERNEL 7.22, 7.53, 7.54, 7.77, 7.89, 7.93, 9.16,
9.18,9.19

o SAP CRM and SAP S/4HANA (Scripting Editor) Version(s) - S4FND 102, 103, 104, 105, 106,
107, 108, 109, SAP_ABA 700, WEBCUIF 700, 701, 730, 731, 746, 747, 748, 800, 801

o SAP NetWeaver AS ABAP and ABAP Platform Version(s) - SAP_BASIS 700, SAP_BASIS 701,
SAP_BASIS 702, SAP_BASIS 731, SAP_BASIS 740, SAP_BASIS 750, SAP_BASIS 751,
SAP_BASIS 752, SAP_BASIS 753, SAP_BASIS 754, SAP_BASIS 755, SAP_BASIS 756,
SAP_BASIS 757, SAP_BASIS 758, SAP_BASIS 804, SAP_BASIS 916, SAP_BASIS 917,

SAP BASIS 918
e JOODO:

c0UO0OUO0OUOLOOOOOn

O O https://support.sap.com/en/my-support/knowledge-base/security-notes-news/february-2026.html
e JOODO:
1. https://www.twcert.org.tw/tw/cp-169-10717-00173-1.html

From:
https://net.nthu.edu.tw/netsys/- 00 00O

Permanent link: [x]
https://net.nthu.edu.tw/netsys/mailing:announcement:20260213 04

Last update: 2026/02/13 10:39

00000 - https://net.nthu.edu.tw/netsys/


https://support.sap.com/en/my-support/knowledge-base/security-notes-news/february-2026.html
https://www.twcert.org.tw/tw/cp-169-10717-00173-1.html
https://net.nthu.edu.tw/netsys/
https://net.nthu.edu.tw/netsys/mailing:announcement:20260213_04

	【漏洞預警】SAP針對旗下多款產品發布重大資安公告

