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[JCVE-2026-20045]Cisco Unified Communications Products Code Injection Vulnerability
(CVSS v3.1: 8.2)

O000000000:00( Cisco Unified Communications Manager (Unified CM)[JCisco
Unified Communications Manager Session Management Edition (Unified CM SME)[]Cisco
Unified Communications Manager IM Presence Service (Unified CM IM P)[JCisco Unity
Connection 0 Cisco Webex Calling Dedicated Instance 00 0000000000000
0o000dd0ooooobdoooooooooooboOooon rootf
[JCVE-2025-68645[]Synacor Zimbra Collaboration Suite (ZCS) PHP Remote File Inclusion
Vulnerability (CVSS v3.1: 8.8)

O000000000:00[0Synacor Zimbra Collaboration Suite[JZCSOQO O PHPO O O O
O000D000000ooooood /nrest0000000O00O0O0ODOOOOOOODO
OO0 WebRoot OO OO OOOOO

[JCVE-2025-34026[]Versa Concerto Improper Authentication Vulnerability (CVSS v3.1: 7.5)
O0000000000:00(0 Versa Concerto SD-WAN orchestration platform O Traefik O
000000000000 000D0DLO000D0DO000DOO0O00nDO Actuatordoonod
0000 HeapDump OO OOGOO

[OCVE-2025-31125[Vite Vitejs Improper Access Control Vulnerability (CVSS v3.1: 5.3)
O00000000O0:00fViteVitesOOODOODODOODOODOODODODODOOODOOOO
O00000D00D00000 ViteDODODODODOOOOO -hostO server.hostO O OO0
goodooooodod

[JCVE-2025-54313[]Prettier eslint-config-prettier Embedded Malicious Code Vulnerability
(CVSS v3.1: 7.5)

O00D0000000:007( Prettier eslint-config-prettier 0 0000000000000
O000D000000000 installjsOOO0O00O0 WindowsOOOODOODOOO node-
gyp.diif

[JCVE-2024-37079[]Broadcom VMware vCenter Server Out-of-bounds Write Vulnerability
(CVSS v3.1: 9.8)

O00D0000000:00[70Broadcom VMware vCenter Server 0 DCERPCO OO OOO
0000000000000 vCenterServerDOO0O00D0OO0OO0OODODOOOODDOOOOO
dooooooooooooooobooa

e JODOO:

o

o

o

JCVE-2026-20045]0 0 0000000000
https://sec.cloudapps.cisco.com/security/center/content/CiscoSecurityAdvisory/cisco-sa-vo
ice-rce-mORhqY4b

[JCVE-2025-686450 0 000000 OOO0O
https://wiki.zimbra.com/wiki/Security_Center

OCVE-2025-34026Q0 0000000 OODOO
https://security-portal.versa-networks.com/emailbulletins/6830f94328defa375486ff2e
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o [JCVE-2025-31125j0 00000000000
https://github.com/vitejs/vite/security/advisories/GHSA-4rdm-qw57-chr8

o [JCVE-2025-543130 00000000 DODOO
https://github.com/advisories/GHSA-f29h-pxvx-f335

o [JCVE-2024-37079j0 00000000 DOO0O
https://support.broadcom.com/web/ecx/support-content-notification/-/external/content/Se
curityAdvisories/0/24453

e JOODO:

o [JICVE-2026-20045] 0 0000000000 DOOOODODOOOODODO
https://sec.cloudapps.cisco.com/security/center/content/CiscoSecurityAdvisory/cisco-sa-vo
ice-rce-mORhqY4b

o [JCVE-2025-68645(|0 0 000000000 DODOOODODOOOODODO
https://wiki.zimbra.com/wiki/Security_Center

o [JCVE-2025-34026 0 0000000000 DOOOODODOOOODODO
https://security-portal.versa-networks.com/emailbulletins/6830f94328defa375486ff2e

o JCVE-2025-31125j 00 0000000000000 O0O0DOODOO0
https://github.com/vitejs/vite/security/advisories/GHSA-4rdm-qw57-chr8

o [JCVE-2025-54313[0 0 0000000000000 DDOOO0O0OO
https://github.com/advisories/GHSA-f29h-pxvx-f335

o [JCVE-2024-37079 0000000000 DDOOOODODOOOODODO
https://support.broadcom.com/web/ecx/support-content-notification/-/external/content/Se
curityAdvisories/0/24453
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