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【漏洞預警】Zoom Node 多媒體路由器存在重大資
安漏洞(CVE-2026-22844)

主旨說明:【漏洞預警】Zoom Node 多媒體路由器存在重大資安漏洞(CVE-2026-22844)

內容說明:
轉發 台灣電腦網路危機處理暨協調中心 資安訊息警訊 TWCERTCC-200-202601-00000018
Zoom Node Multimedia Routers (MMRs) 是由Zoom所提供的混合雲端解決方案核心模組，主
要用於處理會議媒體流量、提升頻寬效率和降低延遲等需求。近日Zoom發布重大資安公
告(CVE-2026-22844，CVSS：9.9)，此為命令注入漏洞，會議參與者可能透過網路存取對MMRs
執行遠端程式碼。

影響平台:
Zoom Node Meetings Hybrid (ZMH) MMR module 5.2.1716.0(不含)以前版本
Zoom Node Meeting Connector (MC) MMR module 5.2.1716.0(不含)以前版本

建議措施:
根據官方網站釋出的解決方式進行修補:
https://www.twcert.org.tw/tw/cp-169-10648-b83d7-1.html

參考資料:
1 https://www.twcert.org.tw/tw/cp-169-10648-b83d7-1.html

計算機與通訊中心
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