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張貼日期：2026/01/06

【漏洞預警】CISA新增1個已知遭駭客利用之漏洞
至KEV目錄(2025/12/22-2025/12/28)

主旨說明:【漏洞預警】CISA新增1個已知遭駭客利用之漏洞至KEV目錄(2025/12/22-2025/12/28)

內容說明:
轉發 台灣電腦網路危機處理暨協調中心 資安訊息警訊 TWCERTCC-200-202512-00000015
【CVE-2023-52163】Digiever DS-2105 Pro Missing Authorization Vulnerability (CVSS v3.1:
8.8)
【是否遭勒索軟體利用:未知】 Digiever DS-2105 Pro 存在授權缺失漏洞，可能允許透過
time_tzsetup.cgi 進行指令注入攻擊。

影響平台:
Digiever DS-2105 Pro 3.1.0.71-11

建議措施:
【CVE-2023-52163】 受影響的產品可能已達生命週期終止（EoL）及／或服務終止（EoS）狀態，
使用者應停止使用這些產品。

計算機與通訊中心
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