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e O0OODO:
o 0000000 DOODODODODODODODODOOO0O0O0O00 TWCERTCC-200-202512-00000007
o [JCVE-2022-37055[]D-Link Routers Buffer Overflow Vulnerability (CVSS v3.1: 9.8)
000000oooo:00gb-LinkCOO0O00OO0DOO0O0O0DOOO0O0O0OOO0ObODbOOOn0
0000000000000 oooogdecLlc O OODODOQgECSQOO OO
O0ooooooooon

o [JCVE-2025-66644[]Array Networks ArrayOS AG OS Command Injection Vulnerability (CVSS
v3.1: 7.2)
O00D0000000:000Array Networks ArrayOSAGLD OO0 OO0OOOOODOOOOO
doooooooooon

o [JCVE-2025-6218[JRARLAB WinRAR Path Traversal Vulnerability (CVSS v3.1: 7.8)
0000000000 00JRARLABWINRAROOOODOOOODODODOOODODODOOODOO
gooooooo

o [JCVE-2025-62221[Microsoft Windows Use After Free Vulnerability (CVSS v3.1: 7.8)
O000000000:00[7Microsoft Windows Cloud Files Mini Filter Driver 0 0 OO 0O O
gbddooooooooouoooooogoodoon

o [JCVE-2025-58360]0SGeo GeoServer Improper Restriction of XML External Entity
Reference Vulnerability (CVSS v3.1: 8.2)
O000000000:0000SGeo GeoServerO O XMLODODOOOOODOODODOOOO
OO0D0O00D00O0 /geoserver/wms OO GetMap OO O XMLOODOODODOODOOOOO XML
dooooooooa

o [JCVE-2018-4063[]Sierra Wireless AirLink ALEOS Unrestricted Upload of File with
Dangerous Type vulnerability (CVSS v3.1: 8.8)
O00D0000000:007[Sierra Wireless AirLlink ALEOSOOODOODOODODOOOOO
0000000000000 HTTPOOOOOODODODODODODODODODODODODODO WebOOO
0000000000000 000000000 HTTPODOOOOOOOOOOOOOO
O00000000deolJ0O00DO00D0OQEOSOODDOOO0DOOOODODDOOOO

o [JCVE-2025-14174[JGoogle Chromium Out of Bounds Memory Access Vulnerability (CVSS
v3.1: 8.8)
O000000000:000GoogleChromiumO ANGLEO OOOOOOOOOOOOOO
000000ooO0Oooooo HIMLOODDODOOOoOoODOoOooooooooooooo
ChromiumOOOO0OO0OOO00ODOOOOO Google Chrome[JMicrosoft Edge O Opera[]

e JOODO:
o [JCVE-2022-370550 0000000 O0DO0O https://www.dlink.com/en/security-bulletin/
o [JCVE-2025-66644[]ArrayOS AG 9.4.5.8(0) 00000

00000 - https://net.nthu.edu.tw/netsys/
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o [JCVE-2025-62180 00000000000
https://www.win-rar.com/singlenewsview.html

o [JCVE-2025-622210 00000000 DOOO
https://msrc.microsoft.com/update-guide/vulnerability/CVE-2025-62221

o [JCVE-2025-58360j0 00000000 DOO0O
https://github.com/geoserver/geoserver/security/advisories/GHSA-fjf5-xgmqg-5525

o [JCVE-2018-4063[] Sierra Wireless AirLink ES450 FW 4.9.3

o [JCVE-2025-141740 00000000 OOO
https://learn.microsoft.com/en-us/DeployEdge/microsoft-edge-relnotes-security#decembe
r-11-2025

e JOODO:

o [JCVE-2022-37055] 0 0000000000000 00QEeLJ0 000000 JEeSOO OO
godooooodooon

o [JCVE-2025-666440 000000000 OO@MONO) ArrayOS AG 9.4.5.9

o [JCVE-2025-6218 0 00000000 DDODOOD0DOOOODODOOO
https://www.win-rar.com/singlenewsview.html

o [JCVE-2025-622210 0000000000 DOOOODODOOOODODO
https://msrc.microsoft.com/update-guide/vulnerability/CVE-2025-62221

o [JCVE-2025-583600 0 000000000 DOOO0OODOOOODOO
https://github.com/geoserver/geoserver/security/advisories/GHSA-fjf5-xgmqg-5525

o [JCVE-2018-4063] 0 00 0000000000000 EL000DODOEeSID OO0
godooooooogo

o [JCVE-2025-14174j0 0000000000 DOOOODODOOOODOO
https://learn.microsoft.com/en-us/DeployEdge/microsoft-edge-relnotes-security#decembe
r-11-2025
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