2025/10/22 22:16 1/1 [ 7H & [Fortinet FortiPAMERFortiSwitchManagerf77E i B % 4= Il (CVE-2025-492 01 ) 57 il 3 fE 52 00 AT 124

RAEHEA: 2025/10/22

[ iATEE[Fortinet FortiPAM
HFortiSwitchManagerFE R A Z 4N
{H(CVE-2025-49201)[[sF RiE S I 1T B4

o THH: LFIATEZFortinet FortiPAMELFortiSwitchManagerfZ & & LI 2 4
A (CVE-2025-49201)[J55 fi ek f 52 3 1 AT 154l

o NZAFM:
o BHEE MK i EEL 0 NISAC-200-202510-00000158
o W5t A\ B #HiFortinet FortiPAME&FortiSwitchManager GUIAE7E i s5 B A /2 (Weak
Authentication)iwii (CVE-2025-49201 )[R 45 B 73 85 il 22 13 viig g 8 25 ] 375 10 2 ) 0 4 0 B 2
WA EN RS, EMPITRERE T8 S, BRI IE TR,
o FET G
o FortiPAM 1.5.0hR A%
FortiPAM 1.4.0% 1. 4. 2K
FortiPAM 1.3 fiiA
FortiPAM 1.2 143 flA
FortiPAM 1.1574 A
FortiPAM 1.0 A
o FortiSwitchManager 7.2.027. 2. 4k A
o AR
o BT U BT E TN, SE2EE T VEAT R, Mk T
https://fortiguard.fortinet.com/psirt/FG-IR-25-010
o 2% VR
1. https://nvd.nist.gov/vuln/detail/CVE-2025-49201
2. https://fortiguard.fortinet.com/psirt/FG-IR-25-010

o

[¢]

[¢]

[¢]

[¢]

AP SR BLE R O
A R AL

From:
https://net.nthu.edu.tw/netsys/ - 3B R4

Permanent link: [x]
https://net.nthu.edu.tw/netsys/mailing:announcement:20251022_04

Last update: 2025/10/22 16:19

Ak RHiA - https://net.nthu.edu.tw/netsys/


https://fortiguard.fortinet.com/psirt/FG-IR-25-010
https://nvd.nist.gov/vuln/detail/CVE-2025-49201
https://fortiguard.fortinet.com/psirt/FG-IR-25-010
https://net.nthu.edu.tw/netsys/
https://net.nthu.edu.tw/netsys/mailing:announcement:20251022_04

	【漏洞預警】Fortinet FortiPAM與FortiSwitchManager存在高風險安全漏洞(CVE-2025-49201)，請儘速確認並進行修補

