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1. [JCVE-2025-47827[JIGEL OS Use of a Key Past its Expiration Date Vulnerability (CVSS v3.1:
4.6)

s J00000000D0:00QIGELOSO OO ODOO0OOO0OOODN igel-flash-driver
dooddooooooboooooooobooooooooboooood
SquashFSO OO ODOOOOO0OOOOO0OO

 JO0000000000oooooooao

= https://kb.igel.com/en/security-safety/current/isn-2025-22-statement-on-cve-2025-4
7827-in-igel-os

2. [ICVE-2025-24990]Microsoft Windows Untrusted Pointer Dereference Vulnerability (CVSS
v3.1: 7.8)

» J000000000:000Microsoft Windows Agered 000000000000
dddddddooooooooooooooooooooooooooonon

 JO00000000O0ooooobooao

= https://msrc.microsoft.com/update-quide/vulnerability/CVE-2025-24990

3. JCVE-2025-59230Microsoft Windows Improper Access Control Vulnerability (CVSS v3.1:
7.8)

« 000000000 :00[0Microsoft WindowsO O OO ODODDOODOOOODOOO
godooooooodouoooooooooodgao

 JO00000o00ooooooouoon

= https://msrc.microsoft.com/update-guide/vulnerability/CVE-2025-59230

4. [ICVE-2025-6264[JRapid7 Velociraptor Incorrect Default Permissions Vulnerability (CVSS
v3.1: 5.5)

» 0000000000 :00QRapid7 Velociraptord DO 0D OO0 O0DO0D0DOOOODOOO
O00000000000000000000000D0 0000 COLLECT_CLIENTO
ao

 JO0000o0oooooooooogo

» https://docs.velociraptor.app/announcements/advisories/cve-2025-6264/
5. [JCVE-2016-7836[]SKYSEA Client View Improper Authentication Vulnerability (CVSS v3.1:
9.8)
» J000000000:00Q0SKYSEAClientView O OO OOOOOOODOOODOOODO
O00DOOooOoTCcPODO0OD0OODODODOOODODODOODOODn
 JO00000o00ooooooooon
= https://www.skygroup.jp/security-info/news/170308.html
6. [JCVE-2025-54253[JAdobe Experience Manager Forms Code Execution Vulnerability (CVSS
v3.1: 10.0)
» 00000000 0D:00[]Adobe Experience Manager Forms in JEED OO0 OO

gobooobobooobooonoo
 JO00O00b0booobbooooboog

= https://helpx.adobe.com/security/products/aem-forms/apsb25-82.html
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