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o NZAFH:
o WHEE {5V T A K f M g 3 B 47 5 0 TWCERTCC-200-202509-00000001
1. [JCVE-2025-48384[Git Link Following Vulnerability (CVSS v31: 8.0)
» [RGEBRUHIFH AR A0 GitfA e A B RN, %R IR R GitH 5% e i
rHcarriage return charactersi g FEA—5 .
» [EFE]) G255 AR 8RR
= https://github.com/git/git/security/advisories/GHSA-vwgx-4fm8-6qc9
2. [JCVE-2024-8068[]Citrix Session Recording Improper Privilege Management Vulnerability
(CVSS v3.1: 8.0)
o[RS REEEF]F - A& %00 Citrix Session Recording £z 7 [ 4 B AN 8 IR, 7T BE
HHHERR T 2 NetworkServicel = 77 B 44 .
» [REFE]) 5255 T AR 2R
» https://support.citrix.com/support-home/home
3. [JCVE-2024-8069[]Citrix Session Recording Deserialization of Untrusted Data Vulnerability
(CVSS v3.1: 8.0)
o [T BRI R]H - R %00 Citrix Session Recordingf77E R &S5 T &k 2 51AL TR
i, ATRE R AENetworkServicet P RERR 80T BRI & i A2 0AS .
» [REVE]) 5255 AR 8RR
= https://support.citrix.com/support-home/home
4, [ICVE-2025-7775[Citrix NetScaler Memory Overflow Vulnerability (CVSS v3.1: 9.8)
o R E SR EEA H - R %00 Citrix NetScaler ADCHINetScaler Gateway 77 7£ 7t & il
HEOr IR, ] RE S v AR TUAS AT S/ B BH B I M2
» P2V E]) 25T T AR 2R
= https://support.citrix.com/support-home/home
5. [JCVE-2025-57819[]Sangoma FreePBX Authentication Bypass Vulnerability (CVSS v4.0:
10.0)
= [2FE R EEER A R 700 Sangoma FreePBXA7A7E & 7 Biss s Jmik, A TE R BE
15 FH AR AL R i N R HR AR IEAT 78 70 ) B BT 3, TSUBE 8 T AE R Al R (R 1 V0L 1 A7 B
FreePBX & EEAN 1, M 5] ST & b ER A Lo v FE RS RAT
» [REVE]) G255 T AR 28R
= https://github.com/FreePBX/security-reporting/security/advisories/GHSA-m42g-xg4c-
5f3h
o BTG
o FEAIN IR NS 86
o R
1. [ICVE-2025-48384[] B 77 ¢ BRI B 1E 3T, 55 58 2 AH B A
= https://github.com/git/git/security/advisories/GHSA-vwqgx-4fm8-6qc9
2. [JCVE-2024-8068[] & /7 CeI AR AR 3T, &f ST S AH B A
= https://support.citrix.com/support-home/home
3. [JCVE-2024-8069[] & /7 L& B FE L B 1 0T, & BB AR B A A
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= https://support.citrix.com/support-home/home
4. [JCVE-2025-77750 B 77 C &+ ¥ kE h B 4G 508, 55 58T S AH B A
= https://support.citrix.com/support-home/home
5. JCVE-2025-578190 ' 75 C ¢ HHwife 218 50T, &5 55T S AHB hicA
= https://github.com/FreePBX/security-reporting/security/advisories/GHSA-m42g-xg4c-
5f3h
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