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1. [JCVE-2025-8088JRARLAB WinRAR Path Traversal Vulnerability (CVSS v3.1: 8.8)
= [ 58 R R R) H - A %00 RARLAB WIinRARFETE B30 R I, 5228 HWindowshi
Ao TUEESE A DL I AR S B AR U T R R
» (P2 E]) S5 T T AR 2R
= https://www.win-rar.com/
2. [JCVE-2007-0671Microsoft Office Excel Remote Code Execution Vulnerability (CVSS v3.1:
8.8)
= [T RIEEF]F A& %00 Microsoft Office ExcelfZ7E iz i L S $UAT IR, W H
A HE B R B EXxceli RAE 32 50 2 ) A e AT S v A xCHG
» (PR E]) G255 T AR 2R
= https://learn.microsoft.com/en-us/security-updates/securitybulletins/2007/ms07-015
3. [JCVE-2013-3893[IMicrosoft Internet Explorer Resource Management Errors Vulnerability
(CVSS v3.1: 8.8)
= [R5 R EEER A R A0 Microsoft Internet Explorerff 7 sL A IR EIRTR, T RE
ML B Ui A RS AAT
» (P2 5] W25 T AR 2R
= https://learn.microsoft.com/en-us/security-updates/securitybulletins/2013/ms13-080
4. [JCVE-2025-8876[]N-able N-Central Command Injection Vulnerability (CVSS v3.1: 8.8)
= [EEEEZRKEER A K00 N-able N-Central /7 7E 8 2V ENTRIF, R R AN i 1 I8 15
T DA
= P2V 8] W2 EE AR RA
= https://status.n-able.com/2025/08/13/announcing-the-ga-of-n-central-2025-3-1/
5. JCVE-2025-8875[N-able N-Central Insecure Deserialization Vulnerability (CVSS v3.1: 7.8)
= [EAE B R EEERI A R0 N-able N-Central /7 fE AN 22 & 1 U7 FIAL IR, T REEEL
BT
= (21 E) W2 EE VI8 RA
= https://status.n-able.com/2025/08/13/announcing-the-ga-of-n-central-2025-3-1/
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1. JCVE-2025-8088[ & /7 eI BHmiARE AR BT, 55508 2 ARB A
= https://www.win-rar.com/
2. [JCVE-2007-0671( B /7 C et #ImiFBE B T8, &5 S5 £ AH B RA
= https://learn.microsoft.com/en-us/security-updates/securitybulletins/2007/ms07-015
3. (JCVE-2013-3893( B /7 CeI HImiFRE B S8, &8 B £ AH B RA
= https://learn.microsoft.com/en-us/security-updates/securitybulletins/2013/ms13-080
4. [JCVE-2025-8876[] & 77 &1 il ke th S48 58T, 55 58T S AH B iU A
= https://status.n-able.com/2025/08/13/announcing-the-ga-of-n-central-2025-3-1/
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5. [JICVE-2025-8875[] ‘B /7 C ¢t ¥HieiFE B SR M, 55 S8 S AHB A
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