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1. [JCVE-2020-25078[]D-Link DCS-2530L and DCS-2670L Devices Unspecified Vulnerability
(CVSS v3.1: 7.5)
» J00000000D0:000D-Link DCS-2530LO0DCS-2670L0 000000000
doooooobooooooooobooa
 JO00000000O0ooooobooao
= https://supportannouncement.us.dlink.com/announcement/publication.aspx?name=
SAP10180
2. [JCVE-2020-25079[]D-Link DCS-2530L and DCS-2670L Command Injection Vulnerability
(CVSS v3.1: 8.8)
« 000000000 :00([QD-Link DCS-2530L0 DCS-2670L0 O O cgi-
bin/ddns enc.cqgiD 00000000
 JO00000000o0oooooooao
» https://supportannouncement.us.dlink.com/announcement/publication.aspx?name=
SAP10180
3. [JCVE-2022-40799[]D-Link DNR-322L Download of Code Without Integrity Check
Vulnerability (CVSS v3.1: 8.8)
- 0000000000D0:00Q0D-LinkDNR-322L00 00000000000 DOODOO
doboooooooobooooooooboooooooon
= 0O 000[QD-Link DNR-322L 2.60B15(0)0 0000
e OODO:
c 00O UOooouooooon
e JOODO:
1. JCVE-2020-25078[]
s 000000000000 0000O000deoLO0/00D0OOQECSQDOOOODO
goooooon
2. [JCVE-2020-25079(]
s 000000000000 000O0000QeoLJO0/00D0OOQECSQOOOOOO
goooooon
3. [JCVE-2022-40799(]
s 000000000000 000O0000QeoLJO0/00D0OOQECSQDOOOOO
goooooon

goooooon
goooood
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