2025/08/12 16:02 1/2 LR T CISAM 1 34 2018 52 2 F H 2 s 2 KEV H §% (2025,/08/04-2025/08/10)

BB HEA: 2025/08/12

[RIATEZCISAH 1 3ME S E B EF H Z KA
ZKEV E $% (2025/08/04-2025/08/10)

o EEFMM: [URIFTHEZDCISAHTHE 3 2 H1# 5% & R FH 2 I 2 KEV B #% (2025/08/04-2025/08/10)

o NZAFH:
o HHEY &V T M4 I S g B R 74 0 TWCERTCC-200-202508-00000006
1. [JCVE-2020-25078[]D-Link DCS-2530L and DCS-2670L Devices Unspecified Vulnerability
(CVSS v3.1: 7.5)
o [ 5 EZRWHER ] AR %10 D-Link DCS-2530LF1DCS-26700L% & 1776 —{E A H#4F
WY, P e S0 i B A S TR
» [EVE]) G255 AR 8RR
= https://supportannouncement.us.dlink.com/announcement/publication.aspx?name=
SAP10180
2. [ICVE-2020-25079[]D-Link DCS-2530L and DCS-2670L Command Injection Vulnerability
(CVSS v3.1: 8.8)
» [ RAEHZRIEER A K %10 D-Link DCS-2530LF1DCS-2670L%E & {rcgi-
bin/ddns_enc.cgifF7E 8 4= NI -
= RV 6] 2% E TR EmRA
= https://supportannouncement.us.dlink.com/announcement/publication.aspx?name=
SAP10180
3. [JCVE-2022-40799[]D-Link DNR-322L Download of Code Without Integrity Check
Vulnerability (CVSS v3.1: 8.8)
= [RTEEZRIBEF]FH K00 D-Link DNR-322LA77E N i FE A IR A HE 4T 5 B Ay A U
I, FIRefoRs ORI E AR B FPUTIEE RGUE IR L.
= [22°F &[0 D-Link DNR-322L 2.60B15(%) 2 A fFRR A
o« WETH:
o FEAIN IR NS 8- 6
o R
1. JCVE-2020-25078[]
ST RT AE U B A A A AR B D EoLOAN / BA% 1 E IR A O Eo SN R Al H & 4
IEAS FHIE L i
2. [JCVE-2020-25079(]
ST EE AT e I 3 A AR A B A B EOL AN / B 1 E R A% Eo SO i A s FH # 1
1A 38 25 2 i
3. [JCVE-2022-40799(]
SR T AR L B AR A AR B DEo LA / B¢ 1B IR B DE oSO a Rk Ak I 2 15
1 S B 7

At S ILIE A
Ak R IR

Ak RHiA - https://net.nthu.edu.tw/netsys/


https://supportannouncement.us.dlink.com/announcement/publication.aspx?name=SAP10180
https://supportannouncement.us.dlink.com/announcement/publication.aspx?name=SAP10180
https://supportannouncement.us.dlink.com/announcement/publication.aspx?name=SAP10180
https://supportannouncement.us.dlink.com/announcement/publication.aspx?name=SAP10180

Last update: 2025/08/12 15:06  mailing:announcement:20250812_02 https://net.nthu.edu.tw/netsys/mailing:announcement:20250812_02

From:
https://net.nthu.edu.tw/netsys/ - #3B& R4

Permanent link: [x]
https://net.nthu.edu.tw/netsys/mailing:announcement:20250812_02

Last update: 2025/08/12 15:06

https://net.nthu.edu.tw/netsys/ Printed on 2025/08/12 16:02


https://net.nthu.edu.tw/netsys/
https://net.nthu.edu.tw/netsys/mailing:announcement:20250812_02
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