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o NZAFH:
o HHEY &V T A I S R 3 R 17 A 0 TWCERTCC-200-202508-00000001
1. [JCVE-2023-2533JPaperCut NG/MF Cross-Site Request Forgery (CSRF) Vulnerability (CVSS
v3.1: 8.4)
= R AEE RGBSR A K %00 PaperCut NG/MFAFAE Bt s R AAE IR, ERFE IR T,
OB AT Re M e IR T2 o 22 45 i ST AR S AR 20
» [EVE]) G255 AR 8RR
= https://www.papercut.com/kb/Main/SecurityBulletinjune2023
2. [JCVE-2025-20337[]Cisco Identity Services Engine Injection Vulnerability (CVSS v3.1: 10.0)
o [ 5E BRI R] A - R %10 Cisco Identity Services Engine(ISE)#1Cisco ISE-PICH ]
5 7€ APIRI R 7873 B 8 A FH & SR BE A BN AP AE NI o 0S8 25 ) 3 3R A Rr B 1Y) AP
R AR F IR . A5 OB RI B AT BE SO R SO A R B A B BT I
F2 U5 A0 A3 rootHE PR
» [RETE]) G255 IR 8RR
» https://sec.cloudapps.cisco.com/security/center/content/CiscoSecurityAdvisory/cisco
-sa-ise-unauth-rce-ZAd2Gn)6
3. [JCVE-2025-20281[]Cisco ldentity Services Engine Injection Vulnerability (CVSS v3.1: 10.0)
o [ 5 EHZRWHEFR A0 Cisco Identity Services Engine(ISE)#1Cisco ISE-PICH [
5 7€ APIRI R 7870 B e A & S BE A B N AP AETE NI o 058 25 vl ch 3R A2 R Y Y AP
a SR AR F IR o 5 ORI BRI AT BE SO R OB AR 2 R ) L ST I
T 2UHS I B S rootHE R
= B8V A 2B TR A
= https://sec.cloudapps.cisco.com/security/center/content/CiscoSecurityAdvisory/cisco
-sa-ise-unauth-rce-ZAd2GnJ6
o WEYEH:
o FEANNAIR NI B &
o SRR
1. ICVE-2023-2533] B /7 Ol BRI SR T, &5 557 AR B A
= https://www.papercut.com/kb/Main/SecurityBulletinjune2023
2. [JCVE-2025-203370 ‘B 75 C# HHwife 218 50T, &5 55 EAHRB hicA
» https://sec.cloudapps.cisco.com/security/center/content/CiscoSecurityAdvisory/cisco
-sa-ise-unauth-rce-ZAd2GnJ6
3. [JCVE-2025-20281[] & 77 C &t ¥ Iw ke h B 18 508, &5 S8 £ AHB A
= https://sec.cloudapps.cisco.com/security/center/content/CiscoSecurityAdvisory/cisco
-sa-ise-unauth-rce-ZAd2GnJ6
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