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1. [JCVE-2025-6543[]Citrix NetScaler ADC and Gateway Buffer Overflow Vulnerability (CVSS
v3.1: 9.8)
» 0000000000 :000Citrix NetScaler ADCO GatewayO OO OO0 OO0 OO0
dooooooboooooooooboooo
 JO00000000O0ooooobooao
= https://support.citrix.com/support-home/kbsearch/article?articleNumber=CTX69478
8
2. [JCVE-2025-48928[JTeleMessage TM SGNL Exposure of Core Dump File to an Unauthorized
Control Sphere Vulnerability (CVSS v3.1: 4.0)
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» 00 000[TeleMessage 2025-05-05(0)0 0000
3. [JCVE-2025-48927[JTeleMessage TM SGNL Initialization of a Resource with an Insecure
Default Vulnerability (CVSS v3.1: 5.3)
 J000000D00D0:000TeleMessage TMSGNLO OO OO ODOODODOOODOO
OO000O0000SpringBootActuatorD OO0 D ODDOOOODOOOOOO
O /heapdump URID O OO OO OO OO0
» 00 000[TeleMessage 2025-05-05(0)0 0000
4. [JCVE-2025-6554[]Google Chromium V8 Type Confusion Vulnerability (CVSS v3.1: 8.1)
 J000000D00D0:000GoogleChromiumV8O OO OO ODODODOODOOODOOO
OO0D0OHMLWOODOOODO0O00O000D00000000dChromumd 000000
0 00O OO0 Google Chrome[JMicrosoft Edgel] Opera[]
s JO00000000000O000O000
= https://chromereleases.googleblog.com/2025/06/stable-channel-update-for-desktop
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2. [ICVE-2025-48928 0 0 0000000000000 DOOO0O0DODODOO0OO0OOOOO
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4. [ICVE-2025-6554[0 0 0000000000000 ooooooao
= https://chromereleases.googleblog.com/2025/06/stable-channel-update-for-desktop
30.html
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