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1. [JCVE-2024-42009JRoundCube Webmail Cross-Site Scripting Vulnerability (CVSS v3.1: 9.3)
s JO000000D000O0:000RoundCubeWebmailD OO OO OOOODOOOOOO
0000000 program/actions/mail/show.phpd message body()U OO OO0 OO

gobooobobooobobooobbooobbooooboo
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= https://roundcube.net/news/2024/08/04/security-updates-1.6.8-and-1.5.8
2. [JCVE-2025-32433[JErlang Erlang/OTP SSH Server Missing Authentication for Critical
Function Vulnerability (CVSS v3.1: 10.0)
» JO000000000:00QErlang/OTPSSHO O O OO OODODODOODOOOOOOO
godooooooodououoooooooodouooooooooooooo
0000000000poooOossHOOOoOooDoDo0Oooooooooooooooo

000000000000 000OErlang/OTPSSHO OO OOOODOODOOO
00 Cisco[JNetAppO SUSE[]
 JO00000000O0oooooooao
= https://github.com/erlang/otp/security/advisories/GHSA-37cp-fggq5-7wc2
3. JCVE-2025-33053JWeb Distributed Authoring and Versioning (WebDAV) External Control
of File Name or Path Vulnerability (CVSS v3.1: 8.8)

s JO000000D00D0:000WebDAVO OO ODODOOODODOOOOODODOOO
0000000000000 0000D00D00000D0D00000D0OODWebDAV
00000000004 Microsoft Windows[]
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= https://msrc.microsoft.com/update-guide/vulnerability/CVE-2025-33053

4, [JCVE-2025-24016[]JWazuh Server Deserialization of Untrusted Data Vulnerability (CVSS
v3.1: 9.9)

- J00000000D0:000WazuhOOOOOODOODOOODODOODOODODOO
OWazuhOOOOGOOOOoOOOOO
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= https://github.com/wazuh/wazuh/security/advisories/GHSA-hcrc-79hj-m3qgh
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