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1. [JCVE-2021-32030[JASUS Routers Improper Authentication Vulnerability (CVSS v3.1: 9.8)
« JO000000000:00QASUS Lyra Minid ASUS GT-AC29000 000000 O0O
gbdooooooooodoooon
« 00O 000[QASUS GT-AC2900 3.0.04.386.426430 0 0O O O ASUS Lyra Mini
3.0.0.4 384 4663000000
2. [ICVE-2025-3935[JConnectWise ScreenConnect Improper Authentication Vulnerability
(CVSS v3.1: 7.2)
 J000000000:00(7ConnectWise ScreenConnect0 D00 O0O0O0OO0OO0ODOO
OO00O0OViewStateO OO DO OODODOODOO0OODODOODOOO0OO0ODOOOOOODOO
ogoooon
 JO00000o0ooooooooon
= https://www.connectwise.com/company/trust/security-bulletins/screenconnect-secur
ity-patch-2025.4
3. [JCVE-2025-35939[]Craft CMS External Control of Assumed-Immutable Web Parameter
Vulnerability (CVSS v3.1: 5.3)
 JO000000D0O0D0:0DOQ0CraftCMSOCD 00 D0OO0DOODOODOOOOODOODOO
O0000o0oooooobOOo@PHPOO DY OOODODOOODDODOOOODOOOO
ogoooooon
» JO0O000QCraft CMS 4.15.3(00)0 0000 Craft CMS 5.0005.7.5(0 0)0 0 O
4. [JCVE-2024-56145[]Craft CMS Code Injection Vulnerability (CVSS v3.1: 9.8)
s JO000000D0ODO:0OQgCraftCcMSOC0 00D ODOO0ODOOODODOOODOODOO
OO0 php.inidO000OOOregister argc_argv]0 00000000 O0OOOOO
 JO0000o0o0ooooooooogo
= https://github.com/craftcms/cms/security/advisories/GHSA-2p6p-9rc9-62j9
5. [JCVE-2023-39780JASUS RT-AX55 Routers OS Command Injection Vulnerability (CVSS
v3.1: 8.8)
s JO000000000:00Q0ASUSRT-AXS50000000000000O0DOOO00
dooooooooooboooobooa
= 00O 0O00[QASUS RT-AX55 3.0.0.4386.51598
6. [JCVE-2025-21479]Qualcomm Multiple Chipsets Incorrect Authorization Vulnerability
(CVSS v3.1: 8.6)
 J000000000:00000QualcommMOICODOOO0O0OOOOOOOOOO
O0000000000GPUmicronodel DO 000D OD0DODOOODOODOOO
s JO0000000000O00O0O0oOoooao
= https://docs.qualcomm.com/product/publicresources/securitybulletin/june-2025-bull
etin.html
7. JCVE-2025-21480JQualcomm Multiple Chipsets Incorrect Authorization Vulnerability
(CVSS v3.1: 8.6)
000000000000 00QualcommOOIODOO0DOODODOOODOODOOO
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s JO0000000000O00O0O0oOoooao

= https://docs.qualcomm.com/product/publicresources/securitybulletin/june-2025-bull
etin.html

8. [JCVE-2025-27038JQualcomm Multiple Chipsets Use-After-Free Vulnerability (CVSS v3.1:
7.5)

000000000000 00QualcommOOIODOO0ODOODODOOODOODOOO
OO0O0O0ChromeDOOOOAdrenoGPUD DO DOODOODODOODOOODOO

 JO00000000O0oooooooao

= https://docs.qualcomm.com/product/publicresources/securitybulletin/june-2025-bull
etin.html

9. OCVE-2025-5419[]Google Chromium V8 Out-of-Bounds Read and Write Vulnerability (CVSS
v3.1: 8.8)

- 0000000D00D0:000GoogleChromiumV8O OO OO ODODODOODOOODOOO
O0D0DO0OHTMLOOODOODODODOOO0ODODODO0O0O0DOO000DDOO0oOooooOoooao
OChromiumO OO0 OO0O0OOODO OO Google Chrome[JMicrosoft Edged Opera[]

s JO000000000000O000000

= https://chromereleases.googleblog.com/2025/06/stable-channel-update-for-desktop.

html
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1. JCVE-2021-320300 00000000000 O0ODOOO(BOL) DO ODODO(ECS) IO D OO
goooooooon
2. ICVE-2025-3935] 0 00 00000DOO00ODO0OO0ODODOO0OOODO

= https://www.connectwise.com/company/trust/security-bulletins/screenconnect-secur
ity-patch-2025.4
3. JCVE-2025-35939 0000000000 DOO0O0ODoDOOoDoOOa
= https://github.com/craftcms/cms/releases/tag/4.15.3
= https://github.com/craftcms/cms/releases/tag/5.7.5
4. [ICVE-2024-561450 00000000000 OOODOOOOODOO
= https://github.com/craftcms/cms/security/advisories/GHSA-2p6p-9rc9-62j9
5. JCVE-2023-397800 0 000000 DO OO O (O ODO) ASUS RT-AX55 3.0.0.4.386 53119
6. [JCVE-2025-21479 0000000000 DOOOODODODOODODOOO
= https://docs.qualcomm.com/product/publicresources/securitybulletin/june-2025-bull
etin.html
7. [ICVE-2025-21480 0000000000 DOOO0O0DODODOODOOO
= https://docs.qualcomm.com/product/publicresources/securitybulletin/june-2025-bull
etin.html
8. JCVE-2025-27038 0000000000 DOOO0ODODOODDOOOd
= https://docs.qualcomm.com/product/publicresources/securitybulletin/june-2025-bull
etin.html
9. ICVE-2025-54190 000000000 DDOOO0O0ODDOOOO0OO
= https://chromereleases.googleblog.com/2025/06/stable-channel-update-for-desktop.
html
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