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1. JCVE-2025-3248[]Langflow Missing Authentication Vulnerability (CVSS v3.1: 9.8)
O0000000000:00(0Langflowd /api/vl/validate/code0 000000000000
O00D00000D0O0DO00000O HTTPOODOODODOO
OOooodglangflow 1.2.0(0)0 0000
2. [JCVE-2025-27363[]FreeType Out-of-Bounds Write Vulnerability (CVSS v3.1: 8.1)
O00D0000000:000FreeType0 0000 OTrueTypeGXOOOOODOODOOODO
godooooooodooooonooooooooooao
O00000(QFreeType 2.13.0(0) 00000
3. [JCVE-2024-11120[JGeoVision Devices OS Command Injection Vulnerability (CVSS v3.1:
9.8)
O000000000:00000 GeovisionOOOOOODOODOODOOODOOOOOO

Oo000o0oDoOOooooboooOooooooo
00000QGV-VS12 GV-VS11 GV-DSP_LPR V3 GVLX 4 V2 GVLX 4 V3

4. [JCVE-2024-6047]GeoVision Devices OS Command Injection Vulnerability (CVSS v3.1: 9.8)
O0000000000:000 00 GeovisionOOOODODOOOOOOOODOOOOOOO

00000000000000000000
00 000GV _DSP LPR V2 GV_[PCAMD_GV_BX130 GV_IPCAMD_GV_BX1500

GV_IPCAMD_GV_CB220 GV_IPCAMD_GV_EBL1100 GV_IPCAMD_GV_EFD1100
GV_IPCAMD_GV_FD2410 GV_IPCAMD_GV_FD3400 GV_IPCAMD_GV_FE3401
GV_IPCAMD_GV_FE420 GV_GM8186_VS14 GV-VS14 VS14 GV VS03 GV_VS2410
GV_VS28XX GV_VS216XX GV VS04A GV VS04H GVLX 4 V2 GVLX 4 V3
00O00:
-000000000000000
.00O00:
1. JCVE-2025-32480 0000000000 0(0 0 0) langflow 1.3.0
2. JCVE-2025-27363] 00000000000 (000) FreeType 2.13.1
3. JCVE-2024-111200 0000000000000 0000(Fol)00O0 0O (EeS)00 000

gobogooogod
4. [ICVE-2024-60470 00 00000C000DO0O0O0O0OOO(BOLIODOOOO(BS)JOOOOO

goboooobod

goooooon
goooood
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