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1.

[JCVE-2021-20035[SonicWall SMA100 Appliances OS Command Injection Vulnerability
(CVSS v3.1: 6.5)
O000000000:00pgSonicWallSMAIOOD DD ODODODODODODOODOOOOO
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https://psirt.global.sonicwall.com/vuln-detail/SNWLID-2021-0022

. JCVE-2025-24054Microsoft Windows NTLM Hash Disclosure Spoofing Vulnerability (CVSS

v3.1: 5.4)
O000000000:00Q0Microsoft WindowsNTLMO OO OO ODOODOO0OOOO0OOOOO
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gddooooooodouooooon
https://msrc.microsoft.com/update-guide/vulnerability/CVE-2025-24054

. JCVE-2025-31201Apple Multiple Products Arbitrary Read and Write Vulnerability (CVSS

v3.1: 6.8)
O000D000000:00pQAppleiOSpiPadOSImacOSO 000000 OODODOOOOO
gddooooooooodao
ogooooo

= i0S18.4.1

» iPad0S 18.4.1

= macOS Sequoia 15.4.1

* tv0S 18.4.1

» vision0S 2.4.1

. JCVE-2025-31200JApple Multiple Products Memory Corruption Vulnerability (CVSS v3.1:

7.5)
O0D0oO0O0O0D0DOO:0O00AppleiOSOiPadOSOmacOSO OO OOOOOOOOOODODOO
gobogoboboodbobuooobbooobooobbooono

gooooo
» {0S18.4.1
» iPad0S 18.4.1
= macOS Sequoia 15.4.1
» tv0S 18.4.1
» vision0S 2.4.1
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1. JCVE-2021-20035( 0 0 0000000000 OOOOOOOOOO

https://psirt.global.sonicwall.com/vuln-detail/SNWLID-2021-0022

. OCVE-2025-24054] 0 00000000000 OODOOODOODOOO

https://msrc.microsoft.com/update-guide/vulnerability/CVE-2025-24054

. OCVE-2025-31201J 0 00000000000 DOODOOODOOODOO

= https://support.apple.com/en-us/122282
= https://support.apple.com/en-us/122400
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= https://support.apple.com/en-us/122401
= https://support.apple.com/en-us/122402
4. [ICVE-2025-312000 000000 DOO00O0OoOoOooooOoOoooo
= https://support.apple.com/en-us/122282
= https://support.apple.com/en-us/122400
= https://support.apple.com/en-us/122401
= https://support.apple.com/en-us/122402
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