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o [JCVE-2025-31161[]CrushFTP Authentication Bypass Vulnerability (CVSS v3.1: 9.8)
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https://crushftp.com/crush11wiki/Wiki.jsp?page=Update#section-Update-Vulnerabili
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o [JCVE-2025-29824[Microsoft Windows Common Log File System (CLFS) Driver Use-After-
Free Vulnerability (CVSS v3.1: 7.8)
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https://msrc.microsoft.com/update-guide/vulnerability/CVE-2025-29824

o [JCVE-2025-30406[]Gladinet CentreStack Use of Hard-coded Cryptographic Key
Vulnerability (CVSS v3.1: 9.8)
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https://gladinetsupport.s3.us-east-1.amazonaws.com/gladinet/securityadvisory-cve-
2005.pdf

o [JCVE-2024-53150[]Linux Kernel Out-of-Bounds Read Vulnerability (CVSS v3.1: 7.1)
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o [JCVE-2024-53197]Linux Kernel Out-of-Bounds Access Vulnerability (CVSS v3.1: 7.8)
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