2025/05/29 01:05 1/1 [ JRiFTE#Fortinet FortiManagerfs-7F % 4R (CVE-2024-47575 )5k fa s ik 52 10 1 AT 18 46l

RAEHEA: 2024/10/25

[JRIHTEEFortinet FortiManagerFEZ £
{H(CVE-2024-47575) R RiE MR I ELT B/

o £ Bift#:Fortinet FortiManager{7 1t % 4w (CVE-2024-47575) (55 i i ife 52 00 A T2 4
o NI
o WEEE [5G G Al o> FEL 4 Hr Aty NISAC-200-202410-00000070(
o T AW LN B 9 HiFortinet FortiManager{7-7& B Z I g sk £ 4385 7l (Missing Authentication
for Critical Function)iiiil(CVE-2024-47575) A KE 5 4 8 731 2 35 v A2 5 W] R FH AR SR (0 s
X B MPUTAE BRI B EZ R, G5 IE R AT B4
o« WETG:
o FortiManager 7.6.007.4.027.4. 4, 7.2.0%7.2.7. 7.0.0%7.0.12, 6.4.0%6.4. 14/%6.2.0
6. 2. 12k
o RRRTE
o FortiManager Cloud 7.4.1£7. 4.4, 7.2. 1%7.2.7. 7.0. 127.0. 12 6.4 XA
o 2EERL:
1. https://nvd.nist.gov/vuln/detail/CVE-2024-47575
2. https://www.fortiguard.com/psirt/FG-IR-24-423

AT SRS I O
Ak Rt L

From:
https://net.nthu.edu.tw/netsys/ - #8B& R4

Permanent link: (]
https://net.nthu.edu.tw/netsys/mailing:announcement:20241025 02

Last update: 2024/10/25 13:37

Ak RHiA - https://net.nthu.edu.tw/netsys/


https://nvd.nist.gov/vuln/detail/CVE-2024-47575
https://www.fortiguard.com/psirt/FG-IR-24-423
https://net.nthu.edu.tw/netsys/
https://net.nthu.edu.tw/netsys/mailing:announcement:20241025_02

	【漏洞預警】Fortinet FortiManager存在安全漏洞(CVE-2024-47575)，請儘速確認並進行修補

