2025/05/29 01:05  1/1 [ 22AIVUS 1 AR AN I5% 2 R A 60 A4 e e e ST R P e A i, R0 S T ) B A st S 7

RAEHEA: 2024/09/27

[ 2aR 5] AHARZL B 27 P Y A f DL K

o LR AHANTYIEZ N I B AR 5 ph A ST K RS e AR, R S R ] B R R T A A
o AR

o Wt B E 2 Al gy S By #r bl NISAC-400-202409-00000080(]

o BRBKIERTT P~ AfEE, Bl BOKPAH B 2 SR B 202 14F DASR, i@ N AR AR
M, HESL T REKI TR AR, BB 26 G R Ham A A ER, 2R AR ARG R F L
NTUES AR BT IO AER A i (NAS) SV At 08 1 20R M e N\ 1R 15 22
At WA AMirais# B E AR RHBRE TR B B B SRkt , BT B e 42 46 K
% #H4%Flax Typhoon[JRed]uliett )2 Ethereal PandatH R .

o RZVEL R AR I T BEAR P I Y e [ ) S R it 9 1) 2 G BEL BT A% (DD oS ) MU B B A A Bk AR I AT
HE—ANBE, SE T RIS A S RH R i 1A B R T AR [*].w8510.com )il 22 7% g 15 It
TSR 2 BTl 2 WA Rt o

-« WETE:
N/A
o FEREIEI

1. % R SR st A 55 S (1 3 IS R A A T T DR AR (h 0B, 0 SE R R ORI, el
TR ABAR A rh 5 H 1 AR o PR -10C A U TV B R 4 -
https://cert.tanet.edu.tw/pdf/ioc_20240927_info.xlsx

2. NSRBIV AR 2 2B, BT SOHBCENS . BB L AR RS BLE IR . 45 H B0

DRI E PLIIRE . IKIRAF E (End-of-life) i i S B it 48 i b 55
. nom e SR AR B B, R SR NG R VB R e A B TR
4. AR5 5 KT AL A 75 4 E EFEDDOSR A7 %8, 1RTH B KM DDoS I EE 2 By fE /1

w

At A B AR
A R AL

From:
https://net.nthu.edu.tw/netsys/ - 488 R #i4H

Permanent link: (2]
https://net.nthu.edu.tw/netsys/mailing:announcement:20240927 01

Last update: 2024/09/27 10:07

Ak RHiA - https://net.nthu.edu.tw/netsys/


https://cert.tanet.edu.tw/pdf/ioc_20240927_info.xlsx
https://net.nthu.edu.tw/netsys/
https://net.nthu.edu.tw/netsys/mailing:announcement:20240927_01

	【資安訊息】組織型駭客利用物聯網設備建立大規模殭屍網路，恐對我國關鍵基礎設施構成威脅！

