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o« WETH:
o Windows 10 for 32-bit Systems
o Windows 10 for x64-based Systems
Windows 10 Version 1607 for 32-bit Systems
Windows 10 Version 1607 for x64-based Systems
Windows 10 Version 1809 for 32-bit Systems
Windows 10 Version 1809 for ARM64-based Systems
Windows 10 Version 1809 for x64-based Systems
o Windows 10 Version 21H2 for 32-bit Systems
o Windows 10 Version 21H2 for ARM64-based Systems
o Windows 10 Version 21H2 for x64-based Systems
o Windows 10 Version 22H2 for 32-bit Systems
o Windows 10 Version 22H2 for ARM64-based Systems
o Windows 10 Version 22H2 for x64-based Systems
Windows 11 version 21H2 for ARM64-based Systems
Windows 11 version 21H2 for x64-based Systems
Windows 11 Version 22H2 for ARM64-based Systems
Windows 11 Version 22H2 for x64-based Systems
Windows 11 Version 23H2 for ARM64-based Systems
o Windows 11 Version 23H2 for x64-based Systems
Windows Server 2008 for 32-bit Systems Service Pack 2
Windows Server 2008 for 32-bit Systems Service Pack 2 (Server Core installation)
Windows Server 2008 for x64-based Systems Service Pack 2
Windows Server 2008 for x64-based Systems Service Pack 2 (Server Core installation)
Windows Server 2012 R2
o Windows Server 2012 R2 (Server Core installation)
o Windows Server 2016
o Windows Server 2016 (Server Core installation)
o Windows Server 2019
o Windows Server 2019 (Server Core installation)
o Windows Server 2022
o Windows Server 2022 (Server Core installation)
o Windows Server 2022, 23H2 Edition (Server Core installation)
o diRTH
o BT CEHEHIRINEE HASE RN, SE2HE AT R, ST

o

[¢]

[¢]

[¢]

[¢]

o

[¢]

[¢]

[¢]

[¢]

[¢]

[¢]

[¢]

[¢]

[¢]

Ak RHiA - https://net.nthu.edu.tw/netsys/



Last update: 2024/07/18 14:32  mailing:announcement:20240718_01 https://net.nthu.edu.tw/netsys/mailing:announcement:20240718_01

https://msrc.microsoft.com/update-guide/vulnerability/CVE-2024-38112
. 2% TR
1. https://nvd.nist.gov/vuln/detail/CVE-2024-38112
2. https://msrc.microsoft.com/update-quide/vulnerability/CVE-2024-38112
3. https://www.trendmicro.com/en_us/research/24/9/CVE-2024-38112-void-banshee.html

AT S BB R O
Ak Rt AL

From:
https://net.nthu.edu.tw/netsys/ - 488& R #i4H

Permanent link: (2]
https://net.nthu.edu.tw/netsys/mailing:announcement:20240718 01

Last update: 2024/07/18 14:32

https://net.nthu.edu.tw/netsys/ Printed on 2025/05/30 17:17


https://msrc.microsoft.com/update-guide/vulnerability/CVE-2024-38112
https://nvd.nist.gov/vuln/detail/CVE-2024-38112
https://msrc.microsoft.com/update-guide/vulnerability/CVE-2024-38112
https://www.trendmicro.com/en_us/research/24/g/CVE-2024-38112-void-banshee.html
https://net.nthu.edu.tw/netsys/
https://net.nthu.edu.tw/netsys/mailing:announcement:20240718_01

	【漏洞預警】Microsoft Windows MSHTML Platform存在高風險安全漏洞(CVE-2024-38112)，請儘速確認並進行修補

