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o Windows 10 for 32-bit Systems
o Windows 10 for x64-based Systems
o Windows 10 Version 1607 for 32-bit Systems
o Windows 10 Version 1607 for x64-based Systems
o Windows 10 Version 1809 for 32-bit Systems
o Windows 10 Version 1809 for ARM64-based Systems
o Windows 10 Version 1809 for x64-based Systems
o Windows 10 Version 21H2 for 32-bit Systems
o Windows 10 Version 21H2 for ARM64-based Systems
o Windows 10 Version 21H2 for x64-based Systems
o Windows 10 Version 22H2 for 32-bit Systems
o Windows 10 Version 22H2 for ARM64-based Systems
o Windows 10 Version 22H2 for x64-based Systems
o Windows 11 version 21H2 for ARM64-based Systems
o Windows 11 version 21H2 for x64-based Systems
o Windows 11 Version 22H2 for ARM64-based Systems
o Windows 11 Version 22H2 for x64-based Systems
o Windows 11 Version 23H2 for ARM64-based Systems
o Windows 11 Version 23H2 for x64-based Systems
o Windows Server 2012 R2
o Windows Server 2012 R2 (Server Core installation)
o Windows Server 2016
o Windows Server 2016 (Server Core installation)
o Windows Server 2019
o Windows Server 2019 (Server Core installation)
o Windows Server 2022
Windows Server 2022 (Server Core installation)

o Windows Server 2022, 23H2 Edition (Server Core installation)
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0 O https://msrc.microsoft.com/update-guide/vulnerability/CVE-2024-26169
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1. https://nvd.nist.gov/vuln/detail/CVE-2024-26169

2. https://msrc.microsoft.com/update-guide/vulnerability/CVE-2024-26169
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3. https://vulcan.io/blog/how-to-fix-cve-2024-26169/
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	【漏洞預警】Windows Error Reporting Service存在高風險安全漏洞(CVE-2024-26169)，請儘速確認並進行修補！

