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= Redhat: https://access.redhat.com/security/cve/CVE-2024-1086
= Ubuntu: https://ubuntu.com/security/CVE-2024-1086
= Debian: https://security-tracker.debian.org/tracker/CVE-2024-1086
= CentOS:
https://lists.centos.org/pipermail/centos-announce/2024-March/099235.html
= Uniontech:
https://src.uniontech.com/#/security_advisory detail?utsa_id=UTSA-2024-000633
= Kylinos: https://kylinos.cn/support/loophole/patch/5561.html
* Fedora:
https://lists.fedoraproject.org/archives/list/package-announce@lists.fedoraproject.or
g/message/7LSPIOMIJYTLZB6QKPQVVAYSUETUWKPF/
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	【漏洞預警】Linux Kernel存在高風險安全漏洞(CVE-2024-1086)，請儘速確認並進行修補！

