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TWAREN SSL-VPN 於2月21日 上午9:00 至 下
午5:00進行系統更新(修補新漏
洞CVE-2024-22024)，暫停服務。

主旨：TWAREN SSL-VPN 於2月21日 上午9:00 至 下午5:00進行系統更新(修補新漏洞CVE-2024-22024)，
暫停服務

說明：

TWAREN SSL-VPN系統將配合國家高速網路與計算中心於2月21日 上午9:00 至 下午5:00進行系統1.
更新(修補新漏洞CVE-2024-22024)，更新期間校內SSL-VPN將停止服務，不便之處，敬請見諒。
影響範圍：SSL-VPN服務。2.
影響時間：113年2月21日 上午9:00至 下午5:00。3.
如有問題歡迎來電洽詢，分機：310004.

計算機與通訊中心
網路系統組 敬啟
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