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https://sec.cloudapps.cisco.com/security/center/content/CiscoSecurityAdvisory/cisco-sa-io
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https://sec.cloudapps.cisco.com/security/center/content/CiscoSecurityAdvisory/cisco-sa-io
sxe-webui-privesc-j22SaA4z

https://nvd.nist.gov/vuln/detail/CVE-2023-20198
https://arstechnica.com/security/2023/10/actively-exploited-cisco-0-day-with-maximum-1
0-severity-gives-full-network-control/
https://www.darkreading.com/vulnerabilities-threats/critical-unpatched-cisco-zero-day-bug
-active-exploit

https://www.ithome.com.tw/news/159338
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	【漏洞預警】Cisco IOS XE存在高風險安全漏洞(CVE-2023-20198)，請儘速參閱官方建議措施

