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張貼日期：2023/08/24

【漏洞預警】RARLAB 已發布安全更新，建議請使用
者儘速評估更新！

主旨說明：RARLAB 已發布安全更新，以解決 WinRAR 的弱點，建議請使用者儘速評估更新！
內容說明：

轉發 CHTSECURITY-200-202308-00000002。
安全網站近期發出公告，在WinRAR中發現高危險弱點，此弱點允許遠端攻擊者在受影響
的WinRAR上執行任意程式碼。 攻擊者可能利用部份弱點來控制受影響的系統。

影響平台:
WinRAR 6.22 (含)之前版本

建議措施:
請參考官網將 WinRAR 更新到最新版本 (https://www.win-rar.com/) WinRAR 6.23 (含)之後版
本。

計算機與通訊中心
網路系統組 敬啟
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