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Microsoft 365 Apps for Enterprise for 32-bit Systems
Microsoft 365 Apps for Enterprise for 64-bit Systems
Microsoft Office 2019 for 32-bit editions

Microsoft Office 2019 for 64-bit editions

Microsoft Office LTSC 2021 for 32-bit editions
Microsoft Office LTSC 2021 for 64-bit editions
Microsoft Outlook 2013 RT Service Pack 1

Microsoft Outlook 2013 Service Pack 1(32-bit editions)
Microsoft Outlook 2013 Service Pack 1(64-bit editions)
Microsoft Outlook 2016(32-bit edition)

Microsoft Outlook 2016(64-bit edition)
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https://msrc.microsoft.com/update-guide/en-US/vulnerability/CVE-2023-23397
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https://www.microsoft.com/en-us/security/blog/2023/03/24/qguidance-for-investigating-atta
cks-using-cve-2023-23397/

https://www.ithome.com.tw/news/155952
https://www.xmcyber.com/blog/cve-2023-23397-outlook-vulnerability/
https://msrc.microsoft.com/update-guide/vulnerability/CVE-2023-23397
https://www.informationsecurity.com.tw/article/article_detail.aspx?aid=10386
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	【資安漏洞預警】微軟Outlook存在權限擴張之高風險安全漏洞(CVE-2023-23397)，允許遠端攻擊者取得受駭者身分鑑別雜湊值，進而執行偽冒身分攻擊，請儘速確認並進行更新或評估採取緩解措施！

