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1. https://msrc.microsoft.com/update-guide/vulnerability/ADV990001
2. https://www.ithome.com.tw/news/151918
3. https://www.informationsecurity.com.tw/article/article_detail.aspx?aid=9962
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	【資安漏洞預警】Microsoft 推出 2022 年 7 月 Patch Tuesday 資安更新包，請盡快進行更新

