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HEN
gooo:

o Windows 10 Version 1809
o Windows 10 Version 21H1
o Windows 10 Version 20H2
o Windows 10 Version 21H2
o Windows 11 Windows Server 2019
o Windows Server 2022
o Windows Server version 20H2
ogoono:
ocJOO0O00O0O Microsoft 0O OODODOOODOOOODO(CVE-2022-21907)[]
1. Windows 10 (1809[]21H1[J20H2[J21H2)0 O (x86[Jx64[JARM64)[]
2. Windows 11 (x64[JARM64)[]
3. Windows Server (2019[]2022)0 O (Base[]Server Core)[]
4. Windows Server (20H2)0 O (Server Core)[]
ogo0oo:
1. https://github.com/antx-code/CVE-2022-21907
2. https://msrc.microsoft.com/update-guide/en-US/vulnerability/CVE-2022-21907
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	【資安漏洞預警】Microsoft 已發布安全更新，以解決多版本 Windows HTTP 遠端程式碼執行弱點，建議請管理者儘速評估更新！

