2025/05/30 13:36 1/2 [ & cimifTHE 1 3855108 R EiAF(E % 4w IR (CVE-2021-30858[]130860) (15 i 1 Ak 5 i 47 5 7 |

RAEHEA: 2021/09/17

[BEZRAFEE] ERIOSRERGTFELZER
i (CVE-2021-30858[130860)([ & R M =8 it 4T
B!

o LEWMMY: [HARRFETHE] HRIOS ARG L 2R (CVE-2021-30858[130860) fo i K B # 1
ST AR SR RS, SRR R A AT T !

o N
o HHHE BFKE ANy ZE 0 B ZHUEEE NISAC-ANA-202109-0846(]
o I N B 5 AA R AH BAAE 36 R AL L 2R (CVE-2021-30858[130860) 115 4 & 1] &5 B £
& BRI S PDF U BAS L, I I8 L Y VR o A 7 = R oA
-7 Sck
1. CVE-2021-30858[]
» macOS Catalinaf@macOS Mojave[JSafari 14.1.2(/~%) LLRT A
= macOS Big SurJmacOS Big Sur 11.6(A %) LLHT A
= iPhone 6s(%;) LL_F#&7 EdiPod touch#57/C[i0S 14.8(A %) LART A
= iPad Pro(frA #24!)0iPad Air 2[iPad 5(%) DA E#! KiPad mini 4(&) LA L i%240iPadOS
14.8( A &) LART A
2. CVE-2021-30860[
= macOS Catalina[JSecurity Update 2021-005 Catalina(A~%) LART A
macOS Big Sur[JmacOS Big Sur 11.6(A%) LLRT A
Apple Watch Series 3(#) LA B8 JwatchOS 7.6.2(A %) LLHTARAS
iPhone 6s(%) LA EHEM ELPod touch#574X[i0S 14.8(/R4) LART R A
iPad Pro(firA #%)0iPad Air 2[iPad 5() LA EHER! KziPad mini 4(%) B L #%%4[iPadOS
14.8(A %) LRI kA
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#7: https://support.apple.com/en-us/HT201222
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1. https://support.apple.com/en-us/HT201222
2. https://www.ithome.com.tw/news/146698
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	【資安漏洞預警】蘋果iOS系統存在安全漏洞(CVE-2021-30858、30860)，請儘速確認並進行更新！

