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e JODOO:

OO0O00OBIG-IPOOOBIG-IQOOOOOO
1. CVE-2021-23025
= BIG-IP (All modules)
¢ 15.0.0-15.1.0
14.1.0-14.1.3
13.1.0-13.1.3
12.1.0-12.1.6
11.6.1-11.6.5
2. CVE-2021-23026
= BIG-IP (All modules)
¢ 16.0.0-16.0.1
¢ 15.1.0-15.1.2
14.1.0-14.1.4
13.1.0-13.1.4
12.1.0-12.1.6
11.6.1-11.6.5
* BIG-IQ
« 8.0.0-8.1.0
¢ 7.0.0-7.1.0
¢ 6.0.0-6.1.0
3. CVE-2021-23027
= BIG-IP (All modules)
¢ 16.0.0-16.0.1
¢ 15.1.0-15.1.2
«141.0-14.14
4. CVE-2021-23028
= BIG-IP (Advanced WAF, ASM)
¢ 16.0.1 15.1.1-15.1.3
©14131-14.14.1
¢ 13.1.3.5-13.1.3.6
5. CVE-2021-23029
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» BIG-IP (Advanced WAF, ASM)

16.0.0 - 16.0.1

6. CVE-2021-23030

» BIG-IP (Advanced WAF, ASM)

16.0.0 - 16.0.1
15.1.0-15.1.3
141.0-14.14
13.1.0-13.14
12.1.0-12.1.6

7. CVE-2021-23031

= BIG-IP (Advanced WAF, ASM)

16.0.0 - 16.0.1
15.1.0-15.1.2
141.0-14.14
13.1.0-13.1.3
12.1.0-12.1.5
11.6.1-11.6.5

8. CVE-2021-23032
= BIG-IP (DNS)

16.0.0-16.0.1
15.1.0-15.1.3
141.0-14.1.4
13.1.0-13.1.4
12.1.0-12.1.6

9. CVE-2021-23033

» BIG-IP (Advanced WAF, ASM)

16.0.0 - 16.0.1
15.1.0-15.1.3
141.0-14.14
13.1.0-13.1.4
12.1.0-12.1.6

10. CVE-2021-23034
= BIG-IP (All modules)

16.0.0 - 16.0.1
15.1.0-15.1.3

11. CVE-2021-23035
= BIG-IP (All modules)

141.0-14.1.4

12. CVE-2021-23036

= BIG-IP (Advanced WAF, ASM, DataSafe)

16.0.0 - 16.0.1

13. CVE-2021-23037
= BIG-IP (All modules)

e 100ODO:

16.0.0 - 16.1.0
15.1.0-15.1.3
141.0-14.1.4
13.1.0-13.14
12.1.0-12.1.6
11.6.1-11.6.5
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	【資安漏洞預警】F5 Networks之BIG-IP與BIG-IQ產品存在多個安全漏洞(CVE-2021-23025~23037)，請儘速確認並進行更新！

