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BER:
. https://www.cnbc.com/2021/06/03/ransomware-attacks-white-house-memo-urges-immedi
ate-action-by-business.html
https://www.ithome.com.tw/news/144869
HANISCIE & JEC:  https://www.nisc.go.jp/active/infra/pdf/ransomware20210430.pdf
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