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1. Continuous track versions[]
= Acrobat DC Continuous track
e Windows[Jversions 2021.001.20150(%) LA A .
e MacOS[Jversions 2021.001.20149(%) LAFT FIRRAS .
= Acrobat Reader DC Continuous track
e Windows[Jversions 2021.001.20150(%) PLRT IR AS .
e MacOS[Jversions 2021.001.20149() LART I EAS .
2. Classic 2017 versions[]
» Acrobat 2017 Classic 2017 versions 2017.011.30194(%) LARTIRAS .
» Acrobat Reader 2017 Classic 2017 versions 2017.011.30194(%) AR A .
3. Classic 2020 versions[]
» Acrobat 2020 Classic 2020 versions 2020.001.30020(%) LARTIRAS .
= Acrobat Reader 2020 Classic 2020 versions 2020.001.30020( %) PARTRR A «
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e Acrobat
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DChttps://www.adobe.com/devnet-docs/acrobatetk/tools/ReleaseNotesDC/in
dex.html#continuous-trackAcrobat

e Reader
DC[Jhttps://www.adobe.com/devnet-docs/acrobatetk/tools/ReleaseNotesDC/in
dex.html#continuous-track

2. Classic 2017 versionsH 3§ %22017. 011. 30196 LAZ A :

e Acrobat
2017(https://www.adobe.com/devnet-docs/acrobatetk/tools/ReleaseNotesDC/i
ndex.html#id3Acrobat

e Reader
2017https://www.adobe.com/devnet-docs/acrobatetk/tools/ReleaseNotesDC/i
ndex.html#id3

3. Classic 2020 versions & #71422020. 001. 30025 LA4& i A< :

e Acrobat
2020https://www.adobe.com/devnet-docs/acrobatetk/tools/ReleaseNotesDC/i
ndex.html#classic-trackAcrobat

e Reader
2020(https://www.adobe.com/devnet-docs/acrobatetk/tools/ReleaseNotesDC/i
ndex.html#classic-track

1. https://helpx.adobe.com/security/products/acrobat/apsb21-29.html
2. https://thehackernews.com/2021/05/alert-hackers-exploit-adobe-reader-0.html
3. https://www.ithome.com.tw/news/144348
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	【資安漏洞預警】Adobe Acrobat與Reader應用程式存在多個安全漏洞，允許攻擊者遠端執行任意程式碼，請儘速確認並進行更新！

