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o« WETG:
o Windows 10 Version 1709 for 32-bit Systems
o Windows 10 Version 1709 for ARM64-based Systems
o Windows 10 Version 1709 for x64-based Systems
o Windows 10 Version 1803 for 32-bit Systems
o Windows 10 Version 1803 for ARM64-based Systems
o Windows 10 Version 1803 for x64-based Systems
o Windows 10 Version 1809 for 32-bit Systems
o Windows 10 Version 1809 for ARM64-based Systems
o Windows 10 Version 1809 for x64-based Systems
o Windows 10 Version 1903 for 32-bit Systems
o Windows 10 Version 1903 for ARM64-based Systems
o Windows 10 Version 1903 for x64-based Systems
o Windows 10 Version 1909 for 32-bit Systems
o Windows 10 Version 1909 for ARM64-based Systems
o Windows 10 Version 1909 for x64-based Systems
o Windows 10 Version 2004 for 32-bit Systems
o Windows 10 Version 2004 for ARM64-based Systems
o Windows 10 Version 2004 for x64-based Systems
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o 2HERL:
1. https://portal.msrc.microsoft.com/en-us/security-guidance/advisory/CVE-2020-1425
2. https://portal.msrc.microsoft.com/en-us/security-guidance/advisory/CVE-2020-1457
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https://portal.msrc.microsoft.com/en-us/security-guidance/advisory/CVE-2020-1425
https://portal.msrc.microsoft.com/en-us/security-guidance/advisory/CVE-2020-1457
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3. https://www.ithome.com.tw/news/138533

4. https://3c.ltn.com.tw/news/40894

5. https://www.ghacks.net/2020/07/01/critical-windows-codecs-security-issue-affects-window
s-10-and-server/
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	【資安漏洞預警】微軟Windows編解碼器函式庫(Windows Codecs Library)存在安全漏洞(CVE-2020-1425與CVE-2020-1457)，允許攻擊者遠端執行任意程式碼，請儘速確認並進行更新

