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1. %System32%\

rdpproto.dll

e MD5: dc268b166fed4c1d1c8595dccf857c476
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e MD5: ae
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e SHA-1: 04833210fa57ea70a209520f4f2a99d049e537f2
3. C:\WINDOWS\MSDFMAPL.INI
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	[資安漏洞預警通知] 北韓駭客組織HIDDEN COBRA所利用的惡意程式HOPLIGHT，請各單位注意防範

