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1. https://pivotal.io/security/cve-2018-1258
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	[資安漏洞預警通知] Spring Framework存在安全漏洞(CVE-2018-1258與CVE-2018-1260)，允許攻擊者繞過認證與存取系統上所限制的方法、或是遠端執行任意程式碼，請儘速確認並進行更新

