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o EPE:

Catalyst 4500 Supervisor Engines

2. Catalyst 3850 Series

3. Catalyst 3750 Series

4. Catalyst 3650 Series

5. Catalyst 3560 Series
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. Catalyst 2960 Series
. Catalyst 2975 Series
. IE 2000

9. IE 3000

10. IE 3010

11. IE 4000

12. IE 4010

13. IE 5000

14. SM-ES2 SKUs

15. SM-ES3 SKUs

16. NME-16ES-1G-P

17. SM-X-ES3 SKUs
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o 2HHHL:

1. https://tools.cisco.com/security/center/content/CiscoSecurityAdvisory/cisco-sa-20180328-s
mi2

2. https://embedi.com/blog/cisco-smart-install-remote-code-execution/

https://www.shodan.io/search?query=0rg%3ATANET+port%3A4786&page=1
4. https://www.shodan.io/search?query=o0rg%3Amoec+port%3A4786
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