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4. FHEETIH:

1. Hulsemem s
#9 (https://www.infineon.com/cms/en/product/promopages/tpm-update/?redirld=59160)
Ei%&%ﬁfﬁ%ﬁﬁﬂ%&ﬁ%ﬁi%‘ﬁ%, FRERR AT AT 27 R SR AL 52 5 B v B SRR T AT
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= HP (https://support.hp.com/us-en/document/c05792935)
» Lenovo (https://support.lenovo.com/tw/zh/product_security/len-15552)

Fujitsu (http://support.ts.fujitsu.com/content/InfineonTPM.asp)

Panasonic (http://pc-dl.panasonic.co.jp/itn/info/osinfo20171026.html)

Toshiba (https://support.toshiba.com/sscontent?contentld=4015874)

= Chrome OS
(https://sites.google.com/a/chromium.org/dev/chromium-os/tpm_firmware_update)

5. 2F KR
1. https://crocs.fi.muni.cz/public/papers/rsa_ccsl7#detection_tools mitigation_and_workarou
nds
2. https://www.ithome.com.tw/news/117518
. https://portal.msrc.microsoft.com/en-US/security-guidance/advisory/ADV170012
4. http://www.securityweek.com/tech-giants-warn-crypto-flaw-infineon-chips
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	[資安漏洞預警通知]英飛凌TPM晶片存在RSA缺陷漏洞(CVE-2017-15361)，導致攻擊者可偽冒合法使用者以獲取機敏資訊，請儘速評估確認與進行修正

