[ 2l T 5@ J1] Adobe Flash Playerf#7E i # g (CVE-2017-11292) o # B B & 72 T R 4% L AT R0,

2025/05/23 00:42 1/2 T RGN, 3 R AT 7

SRBEHEA: 2017/10/25

(& ZIRIFATEEE ] Adobe Flash PlayerfFE R E
FF(CVE-2017-11292)(Rff BB ERFRH L
PUTEBEANS, EMBENRAGIEHENR, FEER
BoMV AT S BT

¥ B [JAdobe Flash Playerfs#f i i (CVE-2017-11292) e iF W B & 1 % 5 24 L HUTAE R RS, &
MAE R RS IRE PR , o R e 52 0 1 47 5

.

1. Adobe Flash Player & —fil# 5 iz {8 H i) 2 RS A2 SRR s -
2. BiEE R R 2R EE 7L B (Anton lvanov) it 7 it P 2 G TR Ry, 35 B% 2 4 4% (BlackOasis) F]
FilAdobe Flash Playerz 25 2 1 (i 4R 5% 24 CVE-2017-11292)#E 17 5 %, W& FIHH &
A Flash B EARHS 2 ActiveX P (1) 28 Word SR IEAT 08, & B RIGZ = Word SCF1%, BRI HLAS &
FEHIRERR, EETAERE RS FPUTERELS, W H SR TR Ok R 2R BA FinSpy &5 il 7%
RS, EITAPTR M %,
3. RETE:
Adobe Flash Player Desktop Runtime /Nt (%) 27. 0. 0. 1592 R AR AR
Adobe Flash Player for Google Chrome /i (%) 27. 0. 0. 1592 Hij {4
Adobe Flash Player for Microsoft Edge /N> () 27. 0. 0. 1302 FiI FIRRAS
Adobe Flash Player for Internet Explorer 11/NiA (£5) 27. 0. 0. 1302 B [E R AS
4. FEERIGIE:
1. % B nf 2 Adobe Flash Player® #9 (http://get.adobe.com/tw/flashplayer/about/) f& it )15
G, FESREATEE O RA . WP AR & Fik 2 52 2 Adobe Flash Player Wit A, &%
% Adobe Flash Player®
#9 (https://helpx.adobe.com/security/products/flash-player/apsb17-32.html) T & i # i A
AT SR .
2. &I RS/ R AL ek, EEREZ R A H R/ R e e IR AT NRAT 4,
G 5T 97 R e mE A DL S
. 2HERL
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2. https://www.ithome.com.tw/news/117524
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	[資安漏洞預警通知] Adobe Flash Player存在嚴重漏洞(CVE-2017-11292)，允許攻擊者在受害系統上執行任意程式碼，進而獲取系統控制權限，請儘速確認並進行更新

