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5.0000:
1. http://thehackernews.com/2017/09/d-link-router-hacking.html
2. https://pierrekim.github.io/blog/2017-09-08-dlink-8501-mydlink-cloud-0days-vulnerabilities
html
3. http://support.dlink.com/Productinfo.aspx?m=DIR-850L
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	[資安漏洞預警通知] D-Link DIR-850L AC1200雙頻Gigabit無線路由器存在多個漏洞，允許攻擊者遠端執行任意程式碼或造成阻斷服務

