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1. https://struts.apache.org/docs/s2-052.html
2. https://github.com/apache/struts/blob/bbd4a9e8c567265c0eb376c0f8a3445f4d9a5fdf/plu
gins/rest/src/main/resources/struts-plugin.xml
3. http://thehackernews.com/2017/09/apache-struts-vulnerability.html
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	[資安漏洞預警通知] Apache Struts 2.5至2.5.12版本中的REST套件存在允許攻擊者遠端執行任意程式碼之漏洞(CVE-2017-9805)，請儘速確認並進行修正

