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4, 0000O:

. https://web.nvd.nist.gov/view/vuln/detail?vulnld=CVE-2016-3081
. https://cve.mitre.org/cgi-bin/cvename.cgi?name=CVE-2016-3081
. http://www.securitytracker.com/id/1035665

. https://vuldb.com/?id.82790

. http://struts.apache.org/download.cgi#struts-ga

. https://struts.apache.org/docs/s2-032.html
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