2026/02/07 10:41 1/1 0000/ 00000

00D OO 2015/07/28

Jooo/00o0dad

O00000000HackingTeamO OODOOODOOOO O0OOOODCVE-2015-2426

goo

e 00 O0O00OO0DOO/MOODLOOO
O0000000O0OHackingTeamO OO OOOOO0DOO0D0OOO0OO0O0ODOOOOODOOODOOOOO
O000000[QCVE-2015-2426[JC 000 0OWindowsO D OOOO0OODOOOODOOOOOO
O O WindowsO O O O [JLPE, Local Privilege EscalationJ0 000000000 O0OO0DOOOO
OrootkitObootkitO O OO OO ODODODOOOOODOODODOOOODODOOOODOO
00000000000 O0OWindowsO OOOOOOOOODODODOOOOOOODODOOOO
O Windows XP Windows Server 20000 D0 0000000000 OWindowsO OO OGO OOd
Dodooooooooooooooon

e JOODO:

Windows Server 2003 (D O 000000 O0OD0DO0O0OO0OODOOODOODOOOOOO)

Windows Vista

Windows Server 2008 (+R2)

Windows 7, Windows 8/8.1

Windows Server 2012 (+R2)

Windows RT/RT 8.1

. Server Core installation options (for Server 2008/2012)

e JOODO:
O00000000OCriticaldOQMS15-078C 00000 DOO0OO00D0DODO0O0OO0OOO0OO0OoDOOO

gbobogoboooboboooboobooooboog
e JODOO:

Microsoft[Jhttps://technet.microsoft.com/en-us/library/security/MS15-078
TrendMicro[jhttp://bit.ly/1g1SA)g

NouveswbhH

ggoooogo
gooogod

From:
https://net.nthu.edu.tw/netsys/- 00 00O

Permanent link: [x]
https://net.nthu.edu.tw/netsys/mailing:announcement:20150728 02

Last update: 2016/01/21 15:42

00000 - https://net.nthu.edu.tw/netsys/


https://technet.microsoft.com/en-us/library/security/MS15-078
http://bit.ly/1g1SAJg
https://net.nthu.edu.tw/netsys/
https://net.nthu.edu.tw/netsys/mailing:announcement:20150728_02

	轉發漏洞/資安訊息警訊

