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Dear oz.nthu Customer

this is to alert you of the recent changes/upgrading that will be going on
shortly in your email account.We want you to provide us with your email (ID)
and email (Password) so we can enter your data into our data base

operating system for upgrading and to avoid your account been close.you

are to reply within the next 24hrs of receiving this mailCopyright (c) 2009
Customer Service
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