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Date[]2025/04/09

[[Vulnerability Warning[JFortinet has patched
a critical cybersecurity vulnerability
(CVE-2024-48887) in its FortiSwitch product.

e Subject: Vulnerability Warning[JFortinet has patched a critical cybersecurity vulnerability
(CVE-2024-48887) in its FortiSwitch product.

e Description:
For details, please refer to the following links.
1. https://www.twcert.org.tw/tw/cp-169-10063-9de28-1.html
2. https://fortiguard.fortinet.com/psirt/FG-IR-24-435
3. https://nvd.nist.gov/vuln/detail/CVE-2024-48887
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