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Date：2024/10/07

【Vulnerability Warning】CUPS contains
multiple CVE security vulnerabilities. Please
verify and patch them as soon as possible.

Subject: CUPS contains multiple CVE security vulnerabilities. Please verify and patch them as
soon as possible.

Description:
For details, please refer to the following links.

https://nvd.nist.gov/vuln/detail/CVE-2024-470761.
https://nvd.nist.gov/vuln/detail/CVE-2024-471752.
https://nvd.nist.gov/vuln/detail/CVE-2024-471763.
https://nvd.nist.gov/vuln/detail/CVE-2024-471774.
https://jfrog.com/blog/cups-attack-zero-day-vulnerability-all-you-need-to-know/5.
www.ithome.com.tw/news/1652576.
https://sredevops.org/en/how-to-fix-the-critical-9-9-cve-linux-vulnerability-in-cups-a-step-b7.
y-step-guide/
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