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Date[]2024/10/07

[Vulnerability Warning[JThe switch
equipment of Pride Technology contains
multiple high-risk vulnerabilities.

e Subject: The switch equipment of Pride Technology contains multiple high-risk vulnerabilities.

e Description:
For details, please refer to the following links.
1. Remote privilege escalation using hard-coded
credentials[https://www.twcert.org.tw/tw/cp-132-8045-a2804-1.html
2. Missing Authentication for multiple HTTP
routes[Jhttps://www.twcert.org.tw/tw/cp-132-8061-91872-1.html
3. Cross-site Request Forgery[lhttps://www.twcert.org.tw/tw/cp-132-8065-579c1-1.html
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