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Date：2024/07/18

【Vulnerability Warning】There is a high-risk
security vulnerability (CVE-2024-38112) in
the Microsoft Windows MSHTML Platform.
Please verify and patch it as soon as
possible!

Subject: There is a high-risk security vulnerability (CVE-2024-38112) in the Microsoft Windows
MSHTML Platform. Please verify and patch it as soon as possible!

Description:
For details, please refer to the following links.

https://nvd.nist.gov/vuln/detail/CVE-2024-38112
https://msrc.microsoft.com/update-guide/vulnerability/CVE-2024-38112
https://www.trendmicro.com/en_us/research/24/g/CVE-2024-38112-void-banshee.html
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