
2025/03/30 18:03 1/1 【Vulnerability Warning】Please verify and patch the high-risk security vulnerability (CVE-2024-4577) in PHP as soon as
possible!

網路系統組 - https://net.nthu.edu.tw/netsys/

Date：2024/06/11

【Vulnerability Warning】Please verify and
patch the high-risk security vulnerability
(CVE-2024-4577) in PHP as soon as possible!

Subject: Please verify and patch the high-risk security vulnerability (CVE-2024-4577) in PHP as
soon as possible!

Description:
For details, please refer to the following links.

https://devco.re/blog/2024/06/06/security-alert-cve-2024-4577-php-cgi-argument-injection
-vulnerability/

Network System Division
Computer and Communication Center
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